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CyberSecurity Importance

- Protecting personal and sensitive information
- It enables people to carry out their jobs, education and research
- Supporting critical business processes

McAfee Portfolio Strategy

An integrated, open system protects from the device to the cloud
U Consumer U Corporate

Protecting the consumer's digital life from Delivering an integrated and opean security system focused

any cybersacurity threat across all devices on devices (endpoing moebile, and 1O0T) and cloud security control
{PC, moblle, and home |oT) via a simple, points, unified In security cperations through management,
commen, and unified user experience threat intelligence, analytics, and orchestration

MANAGEMENT SECURITY
Q OPERATIONS
HOME ANALYTICS
! g 0 THREAT INTELLIGENCE
_— MANAGEMENT

MOBILE HOME loT DEVICE CLoupD
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Motivations of the Attack MR. RO3OT

- Financial / Monetary Gain

- Revenge/ Curiosity or Intellectual Challenge
- Social Or Political Poin

- Espionage or Activism

- National Security e

Rent-A-Hacker i e e
X s L1 =7
1 S50 MEMADY 10 32?’ b
. 0 & bose 5 = 7
13289 arrw 11506 zocmw LLEZ parmynon e 2
- & POF & 164 N
D 025 ¢ = e
U CEFOFA 11.559;, ® MOuC & (5 @
I013 o 2700 wocTM J00 ATy - PEE
CTPANK WOETH ¢ NOCThl  ARTEVINM =
—
B e Gontps 17 s 411 ] 15 T
i i1
e Hlals (5 1 PRSP P S [ ) NOT G iTW 1  KOCTH  JAFFYIRH W 3 fra: s n ¥ e
[ rene Tl e [E] Mooz (Hace ] —_— T - _ o D & L 4 e
T hlk ik 23400, TIAATE, A B HQH WOTY debalt 1 a2 1 ; o & lagan 4 ¥ 3 By .
¥ " .
BB Hewco n 2 Q (0
BR3P WATW NOCTRE ATRYION 847 = Monta u e : 267 @
L wmredoanepp. cumant reaekhD01 T et £ gt l w.:- m
@ oo un uRm 7.5 i Buicane 5 ] 0 B
LS er e = irers o e ] 3 AU
s e [} ¥ L H H Exs
T B et MeE Ghebydie e ke oSk Mok 5| - .
= S = il R = T = i R 2 WA= S = e s e SR B & Feclon Wi war s 1 K Romaria S 14 o c.o0
LR R R G T 510 e o Lt ih NS AT [ (1L o F-2 4
Tl Mwew o ZFSEE @OLS femy mahi= C RN R 10013 rErdna E Tome 3 ﬂ Opeern Pl a0 aa e L] i & 9 1 w5 @
™ camem =rrais Lil= ST W R TER o Lo "W SAlE rerdeT” (g ] = ] £
| Mw TTNE 115 Jookner — 1 faty itk vovalany nes = R
1 Mol TTAFED. QAR et mdote - SRR | e e R ferdom D T ke -
M ! FEE CDN Fl DENT'}'}‘L I arax Eg EF e Bllo HEN=LE Hezo 22 . uE L. ELEN L] rrdne s e -5
1 Mhmew STIIE (e} Fa Fis -] 1R =l EES RS voaabag [ war R “‘ 5
T e -TFTT L1 0 B Qo= L REp A MRCFR rerdom (Lo -2 X



“~  Tweet

Christiaan Beek @ @ChristiaanBeek - Mar 30
Seriously | hope this is a hoax/scam #Darknet

Coronavirus -
- COVID-19

$1,000.00

| was infected with Coranavirus = COVID-1911]

17% 8%

Taiwan United States

= (S

i) @ coroneygwchegpdB.onion

Coronaygwcbegpd6.onion
17% The ;
Germany Coronavirus
Epidemic

MASK SHOP Corona Safety Mask - 1.0

Cornona protection masks

‘|."'.|'E are selling Aura 3M & Farstar medial N95 face Masks to protect you agains the Comona VIRUS. {:Um ,cn rﬂ n a Sa fety m ESk. a p p

‘We are a wholesaler and official supplier for Hospitals. We want to provide normal people ke you with these Masks.
These Masks arent stolen | They are brandnew and original | We want to help you | Everybody need a chance to ¢
only medical employees |

We are selling these MASK here about onion to protect our identities because some of our clients shouldnt know that
MCAFEE CONFIDENTIAL These Masks will come in new closed packets and are usable till end of 2024. U] McAfee |
One Packet contain 10 Masks |




Covid-19

Global Malicious File Detections
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Social Engineering

- Social engineering is the practice of obtaining confidential information by
manipulation of legitimate users.

- A social engineer will commonly use e-malil, the internet, or the telephone to trick
people into revealing sensitive information or get them to do something that is against

policy.

MCAFEE CONFIDENTIAL U1 McAfee |



Types of CyberSecurity Attacks

Phishing - is the fraudulent attempt to obtain sensitive information such as
usernames, passwords, and credit card details by disquising oneself as a
trustworthy entity

Account Notification ! nbax % - B

Team Support Senvice@account com via IS hastgator con 7-45 AM (15 hours ago) - -

. PayPal

Your Account PayPal is Limited, You Have To Solve The
Problem In 24 Hours.

MCAFEE CONFIDENTIAL U1 McAfee |



Types of CyberSecurity Attacks

Deceptive Phishing
- Most common type

- Steals information by imitating a legitimate
provider.

- To avoid, look out for generic salutations,
grammar mistakes, spelling errors found on the
malicious email.

- Users must also inspect URLs carefully and check
for legitimacy.

From L Doresg axpeace Bckei-globsimal. oom >

Te I e
£ |
Jukgect DL Deliwery Repart

i rteage  JROHL 2 E786 SETIG4LLAF 210 79 B

L A

HOEALLTIRS

Dear accountmgadyertungcheap i

Yaur panel arived 3t e post offce on Ao 3 Our courtar was unatie io galyver Tia Darna’ e your aoress
To ratese the parcel vou nouls oo 1o e naares DHL oMice and taie your maling (anel with vou

I'ma mading abel & attached. Moaso prwd f and show al the ncarest DML afhice o recame the parcal

Thank vou for using DHL Service'

Cody R4, Leadoa, Canning Town, Usited Kingdom
Unit 6-7, Pvlon Trading Estate

For pick up call (0) 800 612 3491

Customer Service (D) B44 745 JR44

Deutsche Post DHL

& 2002 DAL Inemabiars Gk - M Rghls Besersd

Atin: Your-150 Dollar Prime Credit Expires on 12/28. Shopper: Spam  x

o Amazon Update mmmupdmigummiuumbm.mg-

A\ Why is this message in Spam? It's smilar to massagas that wars detected by our spam fillers  Lesm more

amazon.Ccom

The Amazon I\ﬁali-.e‘.if-'aw

,,,,,, SHOPPER/'MEMBER 4T
------ DATE-OF-NOTICE: 122272015

Helflo Shoppel Pgnal com! To show you how mudh we truly value your years of business
with us and to celebrate the continued success of our Prime membership program, we re rewarding you
with-3100 in shopping points that can be used on any llem on our online shopping site! (this includes any
markelplace vendors)

In order to use this-5100 reward, simply go below 10 get your-coupon-card and then just use it during
checkout on your ness purchase That s all there is to It

Plaase vsil-here now o get your revd

**DON'T WAIT! The Link Above EJ-'[ﬂ'E"s an 12028

McAFEE CONFIDENTIAL
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Types of CyberSecurity Attacks

Spear Phishing

- Most common on social media sites.

- Emalil from recognized sender.
- Uses personalized information.

- To avoid, limit sharing of sensitive
personal information

O

Thomas Edison <thomas.edison@gmail.com> 258 PM (2 minutes ago) ¥y ¥
lome =

Hi,

Hope all is well in the lab. We're having a great time in sunny Florida. | just had a lightbulb moment
which I'm going to start working on right away: | shall tell you all about it when I'm back.

In the meantime, our supplier Filament Co. has asked that invoices be paid into a new account
(details below). The naxt payment is due tomomrow so please make sure to wire funds to:

Account name: oo X0
Account number: 1234 5678
Bank name: Xoooooooo X0
Bank address: 123 Main St, XXX

Yours very truly,
Th e Forwarded message -
SERER T TSR
To
Cc
Bec

Date Tue, 22 May 2018 14.18:30 +0000
Subject Re QUOTATION

Good day

Kindly see attached file and view details.

|

2 Attachments

B noname 4 B QUOTATION PRICE... 4

McAFEE CONFIDENTIAL

U McAfee | 1



Types of CyberSecurity Attacks

Whaling

- Targets executives in the organization.

- This is a type of spear phishing that focuses on a high-ranking target within an
organization.

- This scam Is mostly used for fraudulent financial transfers.

MCAFEE CONFIDENTIAL U McAfee | 12



Types of CyberSecurity Attacks

Vishing
- Contacts target using phone.

- This type of scam is used to steal
sensitive data/funds.

- To avoid, don't give personal
iInformation over the phone and
avoid calls from unknown numbers.

HOW 'BOUT
NO?

PLERSE ENTER
YOUR CREDIT
CARD NUMBER.

crying baby defcon Q,

This is how hackers hack you using simple social engineering
oracle mind « 1M views * 4 years ago

simple Soclal Engineering Trick with a phone call ard crying baby.

Real Future What Happens When You Dare Expert Hackers To Hack
You Episode 8

Lexihut Frefessional Advisory Platform « 188K views + 4 y2ars ago

This Documentary Is abnut cyber hacking and how easily hackers can fish for your information and thus
can have the powertc ...

Hacking challenge at DEFCON

Ceonflict International - 80K views - Jyears ago

Watch whal happers when journalisl Kevin Roose challenges hackers o hack himm. CREDIT: FUSION
MEDIA NETWORK 2015

McAFEE CONFIDENTIAL

1 McAfee | 1



. -
y  HOW 'BOUT
NO~Z

Types of CyberSecurity Attacks

SMS Phising/Smishing
- Contact target using SMS or text

MEeSSage.
- This type of scam is also used to steal e
sensitive data and funds. HERE"S YOUR FREE 750 PESOS
CASH BACK
FOR USING GCASH.
claim here:
https://
o = verified SEase
You are the lucky selected winner worth THANKE VOU FOR USING
of P580,000.00. From GMA7 Wowowin, i
to claim this prize, call me now. I'm Atty.

Henry Ching, DTI Permit#0553s'2019.

_—— =

MCAFEE CONFIDENTIAL U McAfee | 14
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Deceptive site ahead

Attackers on gopneguong may nck you mie oomg somethmg dangerous ke retallneg
Lo turds Of WML oL Partond] INErmaSon [1oF slams paeoanitid Phone fumnibare

o credd carsl Leam

L arkreati sty wend some sy rdnomaon and poe corend t Gocske i help desert
AENEFTLR SDOn BT e FYACY DORCY

Verbuncken

fio_ i I

i P S 1

8
’
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Solidarity Response Fund. Help WHO fight COVID-19 D e s 8 e

o L' F [ Saare ir -

Re: COVID-19 Adjustment ! D spem & 2

Admin Deparimaent 20 PM (3 hours ago) 1T -

The wand has never 1aced a crisis ke COVID-19. The pandemic & iMpactng
communlios sverywhers I1s never been mare utgent 1o suppeor! the global responss
The humanity, solidarty and generosity of people and organszations averywhere s also
unprecedented But we can stop now

The World Health Organization (WHD) 13 leading and coordinating the gicbal effort with a

range of pariners, SuUpEOrting countries to prevent, detect, and respond 1o the pandemic Dear Stall
Donatiens support WHO's werk, Inchuding with partners, to track and understand the

spread of the virus to ensure patients got the care they need and frontiine workers get

essent:ai supphes and mformation and to accolerate ressarch and deveiopment of 3 New notification Please cue to COVID-19, all staff & Employee are expecied 1o kindly Cick PROCEED and compilete the regquired directive 1o be
VEDTID S0 reninants fur o wiee maet Gum. added 1o March and Aprl benefit payroll dicectory as compilation is ongoing and will last within 48hours
See helow lor mare ways 10 gve, Via HTC (Bacoin) Every donation helps support life
saving work for the world Thank you,
8rC o Admin Department Coronavirus (2019 -nCoV) Safety Measures
@ ;:;.;;L:-.::qha w0, 2930 ¥l 75 P

Cornna'firis Salety.
ﬂ LE MG

e Y | —
Dear Sir/Madam,

o through the amached documant on safety measures regarding the spreading of corona virus
THiS Fttie maasure can Save you.

WHO 15 waorking closely with glaonl experts, governments and partners to rapidly expand scientific knowlsdge on [ms now
wirus ard to provide advice on measures (o protect heath and prevent the spread of this outbreak.

Eymatoms to ook out for; Common symploms nclude fever, cough, shoriness of brooth, ane breathing dificylticn

Regards

Ganamal INIermIst
Intensive Care Physician
WHO Plague Prevention & Control

3 World Health
> %% Organization

MCAFEE CONFIDENTIAL U McAfee | 16



C & coronavirus.jhu.edu ¥ B O E o

Hame Maps & Trends Testing News & Information COVID-19 Basics Videos E Live Events

JOHNS HOPKINS | CORONAVIRUS

PrErae RESOURCE CENTER

Hubei Timeline
COVID-19 Case Tracker How did events unfold in
Follow global cases and trends. HUbEi, China?

Updated daily.

Major events and actions taken in Hubei Province at the start of the
outhraak

U.5. 5tate Data Availability

Which states have released

35,236 13,056,206 breakdowns of Covid-19

data by race?

Visual representations of released state date

- mmmu—um ) L L M -5
P U.5. Map _.; L 2darn More

Animated Maps

Global Confirmed Global Deaths lTotal lest Results in US

McAFEE CONFIDENTIAL




Types of CyberSecurity Attacks

Phising scams exploiting fear of this pandemic are on the rise.
Many of these contains information regarding the COVID-19 virus

EXCLUSIVE]|
IMUS. CAVITE

EXCLUSIVE |

~ TRAINING AREA NG MGA UMANO'Y
ONLINE HACKER AT SCAMMER, SINALAKAY
G BACEES | PARA MAF O ARND OMA AT OMA NEWS

: o'k Bag NYONG
“ E -

ELECTRONIC MONEY HEIST

I.T. STUDENT NA NAGHA-HACK NG L Y & 2 .
MGA BANK ACCOUNT GAMIT ANG
MGA SPAM MESSAGE, TIKLO .

ND AN E-MAIL TO SIGNALRECEP -

GNALRECEPTIONSGMANETWORK COM. THANK YOU. PAT

G-RESCAMN PARA MAFANCGOD ANG GM

2

1OR SE

MCAFEE CONFIDENTIAL U McAfee | 13



In time of Social Distancing, we are all
Vulnerable

MCAFEE CONFIDENTIAL CIMcAfee | 19



Work Is No Longer Where We Go, But What We Do

Security needs to follow the user and happen inside the cloud itself

Users will access data from anywhere, &

with any device, and will try to use any a

service available to them to allow —
00O

A new approach to cloud security is EUE

needed as current approaches are

productive and flexible work.

inflexible, create friction, and are not

optimized for the cloud age.
O

D

Date, specific business group MCAFEE CONFIDENTIALITY LANGUAGE

I McAfee |
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The New Reality of Modern Work

U McAfee



A Day in an Organization ow do | protect Data

for custom cloud apps

Internet and Custom Cloud Services

»
®
E How do | protect Data in
sanctioned business
PDF
How many Cloud Shadow IT

services am | using?
Offices | Mobile Users Are they risky?

Sanctioned Business Cloud Services How do detect

malicious activity
salesforce ; '
& ‘ in the cloud?

¥ slack

servicenow GitHub—  shadow T

How do you
protect against
web attacks?

Multiple Cloud laaS/PaaS Providers
How do | protect

against data loss at
the endpoint?

U MCAfee McAfee Confidential



The Problem

Work from home is here to stay and

It is accelerating

ﬁ | ..Rapidly increasing the

Personal amount of traffic outside of
W OnIADAGES managed corporate networks

Managed
VPN IiI
il

U H CAfee McAfee Confidential
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Security Implications

3 Cloud Data Exfiltration via Collab (Teams...) and

SaaS Use Outside of Corporate Network

1 Vulnerable Personal and
Enterprise Devices at Home
Saas
Personal
Unmanaged Internet

Strain and cost of provisioning
additional VPN connections

Managed

VPN

I McAfee



Meet Maria, Dave, and Lee from
GetltDone Financials

Account Executive IT Security Manager Network Manager
U "CAfee . McAfee Confidential



Maria

Account Executive

= Manages named accounts
= Loves technology and runs a blog for working moms

= Breaks glass and gets things done

= Always makes quota

U MCAfee McAfee Confidential
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Maria—Sharing and Collaboration

as 9

GetltDafe Office 365 Partner Office 365

o
’#

Collaboration puts
confidential data at risk

U "CAfee McAfee Confidential

27



Maria—Copying Sensitive Data
to a USB

Sensitive data copied to local
USBs and personal drives can be

lost or stolen

U MCAfee McAfee Confidentia
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Maria—Working at Home

M :

Office 365

Email synced to a personal
device is gone forever

HEH :] g

U MCAfee McAfee Confidential
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Maria—Uploading Sensitive Data to
an Unsanctioned Service at Work

Sensitive data uploads to
Shadow IT increases risk

of data loss

U MCAfee McAfee Confidential



Maria—Accessing a Personal Box Account at Work

I McAfee

‘box

box

Corporate Account Personal Account

Personal accounts lack
enterprise control

McAfee Confidential
1



Maria—Downloads Malware

While at Home _ %

Shadow IT accessed at home
increases risk of malware

download
2 5]

U MCAfee McAfee Confidential
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Maria—Downloads Malware from
Sanctioned Cloud Service

1

G &

| & S iy

Malware from sanctioned

services can be downloaded and
shared

U "CAfee McAfee Confidentia
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Negative Consequences of Maria’s Use Cases

Data can leak from cloud and devices by:

= Bypassing network controls

= User unintentional actions
= Collaborating
= Accessing data from personal devices
= Using personal accounts
= Using high-risk services

= |gnoring coaching from IT

» Malware from sanctioned or shadow services

U MCAfee McAfee Confidential
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Dave
IT Security Manager

= Manages multiple security tools to keep the
company compliant and out of the news

= Ensures the uptime, performance and security of
managed devices

= Resolves 100% of the helpdesk tickets

= Always finds ways to improve efficiency
= Proud to be the IT hero

I McAfee

35
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Dave—Duplicating Data Classifications from
On-prem to Cloud

1D

Endpoint Network

\ /

Weeks wasted rebuilding

content rules to protect data
In the cloud

U MCAfee McAfee Confidential
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Dave—Managing Two Different Workflows
for DLP Incidents

16D

Cloud Endpomt Network

T T

Complexity and mistakes
with two DLP workflows

U "CAfee McAfee Confidential
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Dave—Managing Disconnected Cloud
and Web Security Policies

Inconsistent control and
time wasted in two consoles

U MCAfee McAfee Confidential
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Negative Consequences of Dave's Use Cases

Complexity and control gaps from:

= Separate management consoles

= Manually duplicating and extending on-prem security
controls to the Cloud

= Data classifications

= Policy engines

= Workflows

= Siloed risk databases
= |ncident reports

U "CAfee . McAfee Confidential



Lee

Network Manager

= |Loses sleep over network outages

= Executive pressure to simplify architecture and
lower costs

= Still manages data center hardware

= Always on call for emergencies

U "CAfeeu McAfee Confidential
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Lee—Pays for MPLS Tunnels to Connect Remote Offices
to the Internet

Remote Office Remote Office

MPLS Tunnel

Money wasted routing traffic back
to HQ then out to the cloud

U "CAfee McAfee Confidential
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Lee—Network Slows When Traffic Spikes

1
‘ |
g

Remote Office Remote Office
. 3

MPLS Tunnel

Workforce productivity drops
with slow access

U "CAfee McAfee Confidential
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Lee—No Access when Cloud Proxy Has Outage

Employees can’t . l:l
work without accessto =~ I &
the cloud

18 B

Main Office Remote Office Remote Office

U "CAfee McAfee Confidential
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Negative Consequences of Lee's Use Cases

Cost and risk to uptime driven from:
= Qutdated MPLS tunnels

= Aging proxy hardware

= New cloud proxy with poor SLA

U "CAfeeu McAfee Confidential
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Current Methodology for Data Security

i = 3
Endpoint E Network h-j-i Web Cloud

Unified on-prem DLP Gap: visibility or control of data in the cloud

Sqaopl:;iferc\:gflzz?c];or On-prem Web Gateway SaaS Web Services Gap: Cloud to Cloud traffic

Gap: insights & policies not shared outside of Cloud

Date, specific business group MCAFEE CONFIDENTIALITY LANGUAGE UIMcAfee | 45



Unified Cloud Edge -

Unifies Data Protection and Cloud Threat Prevention

0] =
Endpoint g Network

McAfee Unified Cloud Edge (UCE)

v Common policies & insights v Closed-loop Remediation

« Merged business risk and ¢ Tenant restriction for cloud app access

threat database

V Unified incidents, workflows V Complete context awareness

and investigations

U MCAfee McAfee Confidential

46



What is Unified Cloud Edge (UCE)?

A Device-to-Cloud Solution: Converging Web, DLP and CASB.

DEVICES

0 L
D?Lﬂ

I McAfee

Integrated = Complexity = Converged = Simplicity

SWG

DLP

47

CASB

O

Better Together

CLOUD

i

) Office 365 mEm& R
G Suite

Yuu Dmpl;ox ‘

McAfee Confidential



What is Unified Cloud Edge

McAfee Unified Cloud Edge is a product for cloud-native security that enables
consistent data and threat protection controls from device to cloud. It consists of
three core technologies that are converging into a single solution:

= Cloud Access Security Broker (McAfee® MVISION Cloud): Direct APl and reverse
proxy-based visibility and control for cloud services

= Secure Web Gateway (McAfee® Web Protection): Proxy-based visibility and
control over web traffic and unsanctioned cloud services

= Data Loss Prevention (McAfee® DLP Endpoint): Agent-based visibility and
control over sensitive data

U HCAfe e McAtee Confidential



Enterprise

Managed
U MCAfee McAfee Confidential
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: Public Cloud
Data Security Across Clouds .,h Infrastructure

...and In and Out of the A Security
Cloud: Device & Enterprise |

Personal

Managed
Managed

U MCAfee McAfee Confidential
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The Device and the Cloud are
the two Control Points of the
Modern Enterprise Architecture

Managed
Managed

U MCAfeeﬂ Mchfes Confidantial
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Repurpose
OnPrem
Solutions

Managed
Managed

McAfee Confidential
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ise HQ

Enterpr

Remote Offices

Remote/Mobile
Workers




Remote Offices

Workers — > S

. "
H,f’/ f"f
o

-
5

Data Centre

Enterprise HQ



The McAfee Strategy

To Protect Data and Defend Against Threats where
Modern Work Gets Done: On Devices and in the Cloud

" a

-

Device Cloud

U McAfee Device to Cloud



McAfee Device-to-Cloud Security Platform

- RS ﬁ

VISION DEVICE VISION CLOUD
D UNIFIED CLOUD EDGE CLOUD
PP+EDR y __ o | -
(CASB+5WG+DLP) iNFRASTRUCTURE [
Complete and modern End Point Data Security Inside Security for the whole
Protection & In and Out of the Cloud laaS/Paa$S Stack

— Unified

COMMON SECURITY SERVICES

VISION ePO

Policy Management Orchestration Threat Prevention

Open

Data Protection and Compliance

and Analytics MITRE across Enterprise

(Classification/Remediation)

ANALYTICS & INTELLIGENCE

E




McAfee Unified Cloud
Security Approach

U McAfee



Personal

I McAfee

Managed
Managed

McAfee Confidential



3 Web Security

Managed
M d fee Confidentia
U MCAf’ee anage McAfee Cc ant



2 Network Security/Micro Segmentation

g ga®

1 Security Configuration

Managed

McAfee Confidantial

I McAfee anages



Endpoint

Managed

McAfee Confidentia

I McAfee anages



Architecture

I McAfee




Unified Cloud Edge Architecture

Network DLF

CLF Endpoint

Web Gateway Sandboxing

YeliREm

Endpoints

I McAfee

MAJOR CAMPUS
(SWG Appliances)

Web Gateway Cloud Service

MVISION Cloud (CASB)

A\ siver peck

W VERSA

NETWORKS

WAN Edge Infrastructure Players

:
! VPN
Endpoints

Endpoints
REMOTE USERS

(MCF, FAC, others)

63

ﬁ BRANCH OFFICE

(SD-WAN/Direct Internet Breakout)

McAfee Confidential



Unified Cloud Edge Architecture

Workloads
Containers
Iﬂ] """""""" Sanctioned
Cloud

External Recipient
Email Domain

' Cloud SMTP Proxy

' MVISION Cloud
Unsanctioned API Integration

O ® g (CASB/CSPM/CWPP)
Cloud j k o]

bt AP \_MVISION ePO
ﬂxisting Firewall ' S,

or Proxy

External Users
Contractors
Collaboration
379 Party Apps

Cloud Reverse Proxy

\ On—Ngtwork / Managed Devices Unmanaged Devices
Devices 9
e e




Layered Threat Prevention, including Browser Isolation

_ _ Current McAfee Web Protection Browser Isolation?®
= Provide best-in-class

threat effectiveness e Lo GT)
for web borne threats , Reputation,

x Deliver Strong Gateway Anti-Malware

performance and user
experience by
isolating only risky or
uncategorized
websites where access
s needed

0.5% of traffic
potentially dangerous /
low conviction rate

= Converge
management and
policy into a unified
user interface for

simplicity of ‘ _ _
deployment Fast, inexpensive Deeper scanning Browser isolation for extreme
engines and emulation protection
McAfee Confidential
J McAfee .



UCE Infrastructure
Web Gateway Cloud Service (CASB Forward Proxy)

= Cloud-based filtering using Web Gateway technology
= High availability SLA of 99.999%
= 53 points of presence in 44 countries

= trust.mcafee.com © .
= Data center peering used for improved performance .
= Authentication: IP-based, SAML, and MCP Agent

»  Two Malware Engines:
= @GTI Signature-based from 1+ Billion Sensors

= Zero-Day Heuristics GAM Engine
= Native TLS 1.3 and HTTP/2 for SSL Inspection, no downgrading

= Web Gateway = CASB Forward Proxy
= No Proxy Chaining or Splitting Traffic!!

MCAFEE CONFIDENTIALITY LANGUAGE

I McAfee |
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99.999% Service Availability = True Cloud-grade Infrastructure

Service availability publicly documented on Why five 9's matter
https://trust.mcafee.com Difference in allowed downtime based on uptime SLA

Service AVE:HHbTth* Last 7 Days Last 30 Days Last 90 Days 99.999% uptime 99.99% uptime 99.9% uptime

Global Routing Manager (GRM) 100% 100% 9 sec 86.4 sec
North America Proxy Service** 100% 100% 99.999% : :
Tmin 10 min
Europe Proxy Service** 100% 100% 100%
4 min 44 min
Asia Proxy Service** 100% 100% 100%
Global Proxy Service** 100% 100% 99.999% 52 min 525 min
*February 2020 Snapshaot
- McAfee Confidential
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Use Cases
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How a Unified Cloud Edge Addresses
Cloud Security Use Cases

1 McAfee



Maria—Collaboration Control and DLP

MVISION Cloud = Ap: ,Cﬁ

SaaS

= Collaboration control
» Cloud-native DLP

U "CAfee McAfee Confidential
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Maria—Endpoint DLP

» Stop data loss to USB devices

s Block emall attachments with sensitive
data at the endpoint

U MCAfee McAfee Confidential
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Maria—Contextual Access Control

5 slack servicenovw

MVISION Cloud

ﬂ' | fﬂmm:
| { A ) SaaS
McAfee Sky Gateway ~X
Universal Mode / :

¥ L
] %
[ k|
F %
[ L}
& %
l" "'i-
%
%
LY
(]
l' IIIII.
¥ L
f’ "l
l" "I.
F ]
[ %

; 5\
Unmanaged Managed

U MCAfee McAfee Confidential
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Maria—DLP for Shadow Cloud Services

salesforce

MVISION Cloud - % box 1]

- Cloud Proxy stslack  servicenow

Saa$S

DLP for any cloud service — stop
sensitive data uploads

U "CAfee McAfee Confidential
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Maria—Cloud Application Control and Tenant Restrictions

MVISION Cloud

/ Cloud Proxy |

??_"- p— r.'l S O T
zippyshare

SaaS

» Block uploads and access to high risk
apps
= Block access to personal accounts

U MCAfee McAfee Confidential
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Maria—Zero-Day Malware Prevention

salesfurce

MVISION Cloud - @
- Cloud Proxy =-slack vicENOW

Saa$S

Stop zero-day malware download from
any cloud service or website

U MCAfee McAfee Confidential
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Maria—Cloud-Native Threat Prevention

MVISION Cloud  Apis

SaaS

Prevent cloud-native threats
and breach attempts

U MCAfee McAfee Confidential
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Dave—Device-to-Cloud DLP

MVISION Cloud € w5 )

-y, [
“h* _
Sy
May 1]} o

O Public
O Confidential
O Partnher

o 4

= Saves time by creating DLP rules
once and pushing everywhere

» Increases detection accuracy with
one DLP engine running
at device and cloud

J McAfee i

A
a
"f

_, Endpoint DLP

143
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Dave—Unified DLP Workflows

MVISION Cloud

N a B N\ Y Endpoint DLP
b /
\\ y -
\x X;
\ /

» Reduce complexity with one
console for cloud and endpoint
DLP workflows and reporting

U "CAfee McAfee Confidential

78



Dave—Unified Cloud and Web Security

5 slack servicenvyw
Cloud
‘I-..,,Mﬂ
h“\..‘*h
“h
T

MVISION Cloud

= One console for Cloud and Web
security policy

= Shared risk database for cloud apps
» (Closed-loop remediation for Shadow
IT

U "CAfee McAfee Confidential
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Lee—Cloud-Native Proxy Architecture
* No hardware needed box ﬂ

= Reduced or eliminated MPLS WROEK  sanoanw
» Infinitely scalable Cloud Proxy
= 99.999% availability >

MVISION Cloud

Main Office Remote Office Mobile User

Appliance (vm/hw) or IPSec VPN Agent Redirect
IPSec VPN
- McAfee Confidential
J McAfee .



USE CASE
Shadow IT and Close Loop Remediation
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Use Case Shadow IT

Unmanaged

[ |

Managed

[ |

Mobile

I McAfee

A e T = 2 il e, {[]e=2 = N
: R ol N ol ™ - Ay e e p— -

1! \"III . { [ A | oy

] = e £ | L | y N ’ E i

www.onedrive.com

Credit Card
123456789

OneDrive
tfor Business

OneDrive

RISK

Uncontrolled Data Loss
due to lack of visibility and
control for Shadow IT
applications.

CHALLENGE

IT lost control. Users just
need a Browser and Credit
Card to sign up for a new
Cloud Services.

A standalone Web Proxy Is
not able to Stop all traffic.
Only If the user uses the
Browser only.



SOLUTION
Use Case Shadow IT Building a Close Loop

Remediation process
between a Web Proxy and
CASB platform. Based on

CASB Risk Scores
customers can create

enforcement point

Unmanaged E E Control Policies.
E |
| : Fesk Sefvice N alagory
D E E @ o Cloud Storage
| E @ Cloud Storage o Web Proxy provides all
E E B | Microwstt Bupiange trere Skt data to CASB Platform
Managed You Tuibe Gontent Sharing
Web CAS B [ JE— Cloud Stovage o CASB will provide Shadow IT
D Proxy Platform o report including Risk Score
é E S | Wi it . Create Control Policy in
i E ot o CASB - block all cloud
Mobile E N L Storage, except OneDrive
| i © Cloud Slarage for Business
E E i Social media
E i = o — Sync Policy to Web Proxy as

Automated Proxy Configuration

I McAfee



RESULT
Use Case Shadow IT Users cannot use any

service anymore. For any
blocked service they get a
customized Block page
and a corporate approved
alternative service.

Unmanaged E E
E E User opens Browser to
| E download OneDrive
Managed ' | OneDrive

McAfee Web Proxy will
bring up Block Page with
link to corporate OneDrive

Web CAS B for Business
Proxy Platform |

User can use OneDrive for
Business only, all other
Services will be blocked

www.ohedrive.com

Mobile

User can upload Data
securely to approved Cloud
Storage Service

------

o A Y e Tt
Applipws

I McAfee



USE CASE
Upload Data from unmanaged System
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Data Upload from unmanaged System

: T IR I TR, 7 2% 1 T TS - _

I McAfee

OneDrive

‘. tfor Business

||

Unmanaged

RISK

High Risk for malware
Infections

CHALLENGE

No Control in place. User
bypasses any Web Control
or VPN. The User can
upload documents which
might be infected without
any Threat protection or
Data control to a
Corporate Cloud Storage



Data Upload from unmanaged System
SOLUTION

User will go directly to
OneDrive for Business URL

OneDrive
tfor Business

Web  CASB

Proxy Platform

Based on 2-Factor
Authentication request will
be redirected through
CASB Platform

CASB Platform will provide
Threat Protection based on

GTI Threat Intelligence

||

Document will be uploaded
securely

Unmanaged

I McAfee



USE CASE
Device to Cloud Data Protection
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RISK
Protect Confidential Data Everywhere User has multiple ways t
Especially with Cloud Email
and non-approved Cloud
Storage Services.

CASB will block and
educate the User to use
OneDrive Business

It looks like you tried to use
an unapprcved application.

mif bty M fnefrue See omh e sne

4 Pl T TN AN T EARTLA W e i i ARG
Apepild §F 11T

L [ ’ o
: : User tries to export sensitive
i
| E document to USB
I3 McAfer Data Loss Prevention i :
It looks like you tried to use an A SRR SEW etnage : :
unapproved device. ! User tries to send same
Ve BioTKad youl UMY Onive DECIUSE It WOLSIES JOUI OIGaMHZEI0N'S SECUNty DOCY. TOur E“‘“"‘1’;‘;"“:‘1‘::::”“““Iﬁ:qrm”wm ! o n e D rlve d ocume nt to p riva te E m ai |
comorale assets are profecied when you use Aoproved Applications o —— - fo r Bu siNess
¢ : , | User wants to upload some
I It looks like you are about to email a | P |
: sensitive document outside. ocument to Persona
i » : sensilive comtent was identfiad in " | need this ' messace. Your coiDOTAle 259618 ar O n e D rlve
; e : prolected wieh you use Aparoved ApclicaliGns:. For File Shéring = Callaboration plesse
|
|
Endpoint DLP | @
. |
will block and : RSl Bl
| Wi OCK
educate the : and educate the !
User : |
! User :
|
! |
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RISK
Protect Confidential Data Everywhere User has multiple ways t
Especially with Cloud Email
and non-approved Cloud
Storage Services.

w New message

I, @Drive

(“ OneDrive
for Business

User tries to export sensitive
document to USB

SampleHIPPA pdf

User tries to send same
document to private Email

User wants to upload some
document to Personal
OneDrive

User can upload document
to corporate OneDrive

I McAfee



Licensing
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UCE Oftering

Unified Cloud Edge Basic

* Per User - provides new customer access

to UCE. It includes CASB Shadow, Web
Gateway Cloud Service, McAfee Web

Security, Gateway Edition Software and
Gateway Anti-Malware. In addition it
Includes access to McAfee Client Proxy
and Content Security Reporter.

Leading SKUs

Unified Cloud Edge Advanced

* Per User - All components of UCEB and
entitlements for endpoint DLP (DLPe) and

2.5 sanctioned apps for CASB. It also
provides access to ePO and MVISION
ePO to manage DLPe.

External/Public-Facing

I McAfee



What are the Differences Between the Bundles?

Shadow IT

Gateway Web Protection X | X X X
Gateway Edition Software X X X X
Gateway Anti-Malware | X X X
Web Gateway Cloud Service | X X X
McAfee® Web Gateway (MWG) On-premises X X M!bﬁmfw”cm] N Gamﬁw T
Policy Synchronization (Hybrid) | | X

Shadow IT | X X X
Sanctioned App (2.5) | _ X
Data Protection on the Endpoint (DLPe) | X
McAfee® Client Proxy (MCP) X X X X
McAfee® Mobile Cloud Service | X X X
Content Security Reporter | X X X X

All features are available for the on-premises McAfee ePO™ platform.
For MVISION ePO, MCP is available and DLPe on the roadmap

J McAfee MeAfes Confidentia



Summary
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How UCE Evolves Your Security Posture

Cloud-native
architecture
Increases scale and
resilience while
lowering TCO

U McAfee

o o h W
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Prevent cloud-
native breach
attempts with
unified incident
management

Consistent data
protection at the
device, through
the web, and
within the cloud
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UCE

Cloud Data Protection

Protect Personal and/or

s . MVISION UCE
Additional Corporate Device "

Gateway

N
(D
O
C
=
>
(@]
®
"
~
—h
O
=
T
®
=
(D

Unmanaged

Internet

Secure Direct to Web Browsing

Managed
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Why McAfee?
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The McAfee Strategy

To Protect Data and Defend Against Threats where
Modern Work Gets Done: On Devices and in the Cloud

" a

-

Device Cloud

U McAfee



McAfee Device-to-Cloud Security Platform

- RS ﬁ

VISION DEVICE VISION CLOUD
D UNIFIED CLOUD EDGE CLOUD
PP+EDR y __ o | -
(CASB+5WG+DLP) iNFRASTRUCTURE [
Complete and modern End Point Data Security Inside Security for the whole
Protection & In and Out of the Cloud laaS/Paa$S Stack

— Unified

COMMON SECURITY SERVICES

VISION ePO

Policy Management Orchestration Threat Prevention

Open

Data Protection and Compliance

and Analytics MITRE across Enterprise

(Classification/Remediation)

ANALYTICS & INTELLIGENCE

E




U "CAfe-e‘ MYISION Insights ~ Dashboards

System Tree Gueries & Reports

Security posture score (/] campalgns by threat level
0 ‘a HIGH
L
11.4%
MEQILIM
e
COVERAGE DETECTION CAMPAKGN
PREVALENCE SEJERITY LN
N ——
, W ; | B ey
¥our protection status could be improved.
DAT DETECTION CAMPAIGHN
COVERAGE PREVALENCE SEVERIT™Y
B82.8% of your devices A relatively low number Cf the campaigns
have the latest DATS, of campaign-related detected in your
detections occurred on environment, mast are of
your devices in the past’ rieciurm severty

days.

peraton ivicATee JUE-3

Operation McAfee IDP-2

Operation McAfee JDP-1

Mustang Panda PlugX Part 2

COVID19 Phishing Lures

OSINT: Winnti Groups Micosoft SQL Server backdoor

Vicious Fanda; The COVID Campaign

Policy Catalog

Campaign detections

Waorldwide

Sarur ity Resources

@ Devices

REQUIRIMG
ESO LA TION

.2.'1'!

LAST 10 DAYS

-
Sofrware

Your devices

Reguiring 1solation Insufficient coverage
P 3

{ d

0 3

o 2

0 3

] 0

g 3

INSUFFEIENT
COVERAGE

3

-

Linited States

Last detected

17 hours ago

17 hours ago

MWever

MNever

Mever

Idever

T,

e e

w
Last detected

Cam paigns trending globally N
Fox kitten Campaign
Geopoitical Tensions Incre...

ART-COVID-19

Watch list

P campaign from the st

Operation McAfee JDP-3

Operation McAfee JDP-2

Operation MecAfee JOP-1

Capitalizing on Coronavirus
Panic, Threat Actors Target
Victims Worldwide

o O




U "CAfee‘ MYISION Insights Dashboards System Tree
Security posture score g Campaigns by threat level
HIGH
11.4% -
! 0 MEDILIM
e
COVERAGE DETECTIO :1 CANPAIGN =
PREVALENCE SEVERIT'Y

Campﬂgns » Geapalitical Tensions Increase Risk of Attacks

Overview Your environment

Description

Government backed cyber threat groups have been known to attack multiple sectors to
deliver a range of malware induding Shamoon, Dustman, and ZeroCleare, The malioous
softwara 2 used to perform multiple achons including disk/ content wiping and sarace
disruption. Varous adversaries have been linked to similar attacks in the past induding
OilRig AFT34. MuddyWater, APT39 and Chafier

Campaign severity

EHioh
-

Aliaces

Pozsible sazsoclations:

Sources

httns://kcincafee.com/corporate/indexTpage= content&id=KBYZ 498

in DAT Version

983

[N
()

Lact detectod

Assodated Indicatars (25)

0053 7deSd cca8icbbb3afapcBERaldBch 75 20bbe A0 T e 41 T 7 cB 3020201 48

Gueries & Reports

Policy Catalog Sarur ity Resources
.@ Campaign detections

L7 f a7

4 1 B

4747

Global prevalence

Observed countries

India Ukraine Germmary  Iirael  Haly

Gbserved sectors

Frarce

LAST 10 DAYS

Turkey

2025602%ec2dcb 308617 271 201 G307 BN 7038d01 25730486441 3d01d eda

Indonesia

Devices

REQUIRIMG
ESO LA TION

.2.'1'!

Ipain United States

KT Carnpaigns trending globally

INSUFFEIENT

COVERAGE Fox Kitten Campaign
3 0 Geopolitical Tensions Incre...
—

ART-COVID-19

SearchBy =

Infection rate comparison

| S

o O

[ffection rate = the number of infected devices/total deyices
scaled over 10-100. An infected device has at least ane
campaign-relaied c of

Compare your infection rate against a selected sedor and

country,

YOUr organiZation

Sector

Software

Country

United States ™

23.6

Last 7 days

Apr 18 Apr 18 Fepr 18 Apr 20

Apr 21




U "CAfee‘ MYISION Insights Dashboards System Tree
Campaigns
Requiring attention (27) All campaigns (47)

Campargn

Operation McAfee IDP-3

Description

This 1s a synthetic campaign created solely for the purpose of
demonstrating the capabilities and use-cases of Insights to IDP-subscribed
customers,

Campaign severity

Low

Assodsted Indicators

adesdbeedh7iEbekaefafhbS21bb555e 7532 25ef3d3800T6fdScBeatbg. .,

Q27efa3da07a20773pSce0a57eecalbadddbetl 305233608 4065239639 1 ebia,..
ebcl16fS72abed07afe3209f30c9800045d5d 229 2d 06361 el 3chd0352afh...
3291 ze00eb0aaeftn e 02043303 24475c470004a2h84246 4631390 2451F..,

90c3a050511 2e72ee52 7381 fcBdT1F4069350d%abdbfecS7 47 L bbae36lE. .

Operation McAfee JDP-2

Cperation McAfee JDP-1

Mustang Panda PlugX Part 2

Gueries & Reports Policy Catalog Sarur ity Resources
nreckion rate Tour devices
You Software LISA Woridwide

£
Impact detalls Cetections
Campaign 15 targeting you with an unusually high Status
sggression when compared to others, Unresalved
Resolved

Global prevalence
Spain, United States Content package
DAT Yersion
05060

9520

Heiuiring 1solabion

i CEH e CHLEWET

United Statec

3 - v
Software

Insufficent <overage Last deteded

3 6 hours ago
2 of defections #of devices
13 )
10 3

=of devices

3

3 17 hours ago
~ 17 hours ago
3 Mever

SearehBy

St by

-
Last detected

. n LR a o

Watceh list

ampaign from the st

Operation McAfee JIDP-3 X

Operation McAfee JDP-2 o

Operation McAfee JDP-1 ®

X

Capitalizing on Coronavirus
‘anic, Threat Actors Target

=
o
Victims Worldwide




— U HCAfee‘ MYISION Insights Dashboards System Tree Gueries & Reports Policy Catalog Serur ity Resources

Security posture score g Campaigns Dy threat level ® Campaign detections
HIGH 17 | 47
11.4% : - 6
" 0 MEDTLIM 26 4 47
fii=——oo———————————
| & - CARD ATE
COVERASE DETECTION TAMEATSH L 4 47
PREYALEMNCE SEVERITY

Campaigns » Capitalizing on Coronavirus Panic, Threat Actors Target Victims Worldwide

Overview Your environment

Devices requiring Isolation

0 unresolved detections on 0 devices
Uof10 °

3 devices have insufficlent coverage to protect against this campaiagn.

Defection: Timeline

0 cetechions

Apr 16, O8:20pm Apr 18, 0153 am

Your devices

Devices requiring Isolation Devices with inwf'fi cient coverage All Impacted Devices

Hos Ip Last cammunizated DIAT Version Dietactions Remolvad

LAST 10 DAYS

Dewices

REQUIRIMNG
IS AT

2-‘I'F

e —

Urirscohved

INSUFFEIENT

COVERAGE

Apr 20, 00 ZBam

E& Carnpaigns trending globally

Fox Kitten Campaign

Geopolitical Tensions INcre..,

APT-COVID-19

Searcnby -« ! Py e

Last wreek

Last detectied

‘EI

0 O




= [ McAfee  mvisioninsighs

Security posture score

11.4%

COVERMGE DETECTION

PREVALENCE

Dashboards

-AMPAIGH

Overvi ew Your environment

Detections Timeline

¢ detections

Bpr 16, OG:20pm

Your devices

requiring salation

Hos

ZESACRRD

ZENWIDREAXG401

VW IDRSAMESD2

Devices with insufficent coverage

SENERLT Y

1 2610511
10. 26,106,125

System Tree Gueries & Reports Policy Catalog Serur ity Resources
Campaighs by threat level & Campaign detactions
HIEH 17 rar
MEDILM 26/ 47 E
e ————
Low 4[4
| —

Campaigns » Capitalizing on Coronavirus Fanic, Threat Actor:

L

Devices requir

0 of 10

Lagt communicated

i e
Irn anm |'II,'.'I-'.JI

i 6 ke

Target Victims Worldwide

ing isolathon

0 upresalved detections an 0 devices.

3 devices have insufficient coverage to protect against this campalgn,

Apr 18, 04:5%.am

All Tmpacted Devices

DAT Werson

Detections Resolved

1l

L&ST 10 DATS

Crovicas

REJUIRIMG
IS LATEDN

2

nresolved

Apr 20, 08 28.am

Last detected

fever

|_::ﬁ Carnpaigns trending globally
Fox Kitten Campaign
Geopontical Tensions Incre,,.

ART=-COVID-19

SearchBy =

Last wask

Actions

A &

Apr 22 i




= U HcAfee' MYISION Insights Dashboards System Tree Gueries & Reports Policy Catalog Secur ity Resources
L LI P
=
COVERAGE F-DREEI:,rE,EEIz r_~1E _,a.;u; :-_I'r-:hl Lo 47 47
'n_-' SEWERLE T r—

=

Campaigns » COVID1S Phishing Lures

Overview Your environment

Description

Global prevalence

The Mustang Pancla threat group is suspected to be behind a phishing campaign
targeted toward users in Taiwan using the corana virus pandemic as the lure, Multiple

techniques were ysed by the actor including creating 4 registry run key for persisténce

and domain rre::nhng for command and control server communication.

Campaign severity
Medium

ossible assocations

aOUFCEsS

https://kemcafee.com/corporate/index?’page= content&ic=KB92635

Min DAT Version
4015

Last detected

Assodated Indicatars (&)

abebile2f02731 73803438003 adbibfbE362452480eb 734910351 800 byl cec2

Oibserved countries

Upited States . Ukrainge  Spam

Observed sectors

f4e018db439526b 3 BIEBS0SEL 3eTeifd00221 B59353428bd Ac6BhE T SnTedS5dS

I

Geopolitical Tensions Incre..,

AFT-COVID-19

Searchey = -

[nfection rate comparison

Ihtectiah rate = e number of mtedted devices fotal dew
scated over 10-100. An infected devica has at least ane
carmpaign-reated dete o

COmparg your InNTECIon rate t a selectes sedor

country,

6 h-

1710

Your organization

sactor

[ Software _W‘

Country

United States +

Last 7 days

1 | 1 |
dpr 16 Api 18 Bapi 12 Apr 20 Api 2

16



Be Resilient

Find information about COVID-19 at the official
sites of the World Health Organization (WHO) ,
or the Department of Health (DOH)

https://www.who.int/

https://www.doh.gov.ph/
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Be Resilient

Ensure Anti-Virus / Endpoint
Protection up to Date (For all
Devices)

U "CAfe e McAfee Confidential



Be Resilient

- Avoid using public wifi.
- Secure your home network

- When working, use VPN virtual private network.

- It can help protect the data you send and receive while you work from home. A VPN can
provide a secure link between employees and businesses by encrypting data.

- Secure your home Wi-Fi with a strong password, in case VPN isn’'t an option or if it fails for
some reason.

Date, specific business group MCAFEE CONFIDENTIALITY LANGUAGE UIMcAfee | 108



Be Resilient

- Separate work and personal device.

- Carve out boundaries between work life and
home life while working from home.



Be Resilient

- EXxercise caution when providing personal information.

- Do not download or open email attachments from unknown
senders. These could contain viruses and other malware.

Date, specific business group MCAFEE CONFIDENTIALITY LANGUAGE UIMcAfee | 110



Be Resilient

- Do not click on links in social media messages, even if they are from someone you know. Your
contacts’ accounts may have compromised.

- Do not click on ads or social media posts regarding COVID-19. They may be fake and contain

malicious content.

RAPID HOME
TESTER KIT

Ohm =
™ Y God. ® @
S Video belongs 10 you? @ |
YOU specia] video link == -
9.39.61.542
Pklkl{F?J4V0ptrOSS3RK1DBL |

3 RAPID HOME
rr— TESTER KIT

Date, specific business group
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Thank you!

I McAfee

Learn more at mcafee.com/unifiedcloud
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